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Oggetto: Direttiva Network and Information Security 2 (NIS 2) – Approvazione 
dell’”Organigramma per la Sicurezza Informatica”, della “Procedura di segnalazione 
degli incidenti ad ACN” e nomina Referente Computer Security Incident Response 
Team (CSIRT). 

IL CONSIGLIO DI AMMINISTRAZIONE 

- Visto il decreto legislativo 21 gennaio 2004, n. 38, recante “Istituzione dell’Istituto nazionale 
di ricerca metrologica (INRiM)”, pubblicato sulla G. U. n. 38, del 16 febbraio 2004;  

- Visto lo Statuto dell'INRiM, emanato ai sensi del D.Lgs. 25/11/2016, n. 218, in vigore dal 
1° marzo 2018;  

- Vista la Direttiva UE 2022/2025 (NIS 2), entrata in vigore in data 17 gennaio 2023, che modifica 
il regolamento UE n. 910/2014 e la direttiva UE 2018/1972, abrogando la direttiva (UE) 
2016/1148 (NIS), da recepirsi obbligatoriamente da parte di tutti gli Stati membri dell’Unione 
Europea; 

- Visto che la suddetta Direttiva NIS 2 stabilisce misure finalizzate ad assicurare un livello elevato 
e uniforme di sicurezza informatica nell’Unione, definendo obblighi e misure da adottare da 
parte degli Stati membri per migliorare il funzionamento del mercato interno; 

- Visto il Decreto Legislativo 19 settembre 2024, n. 138 (“Decreto NIS”), che ha recepito la 
suddetta Direttiva in Italia e il cui ambito soggettivo di applicazione comprende 
amministrazioni pubbliche centrali, regionali e locali, nonché altri soggetti pubblici quali enti 
di regolazione, enti erogatori di servizi economici, enti di natura associativa, enti che 
forniscono servizi assistenziali, ricreativi e culturali, enti e istituzioni di ricerca e istituti 
zooprofilattici sperimentali; 

- Richiamato che i soggetti inclusi nel campo di applicazione del Decreto NIS sono classificati 
come “soggetti essenziali” o “soggetti importanti”, ai sensi dell’articolo 6 del Decreto stesso; 

- Dato atto che l’INRiM è stato individuato quale “soggetto importante” con comunicazione 
prot. 8201/2025 del 14 aprile 2025; 

- Richiamato che gli organi di organi di amministrazione e direzione dei soggetti essenziali e 
importanti sono tenuti agli adempimenti di cui al capo IV del decreto (articolo 23), ivi inclusa 
l’approvazione delle modalità di implementazione degli obblighi in materia di gestione del 
rischio informatico, la notifica degli incidenti e il monitoraggio sulla loro attuazione; 

- Visto l’articolo 7, comma 1, lettera c), del Decreto NIS, che prevede la designazione di un 
“Punto di contatto” per ciascun soggetto, con indicazione del ruolo e dei recapiti aggiornati 
(inclusi indirizzi e-mail e numeri di telefono), responsabile dell’attuazione del decreto, della 
registrazione e dell’inserimento dei dati nel Portale dell’ACN dedicato e dei rapporti con 
l’Agenzia per la Cybersicurezza Nazionale (ACN); 

- Dato atto che, ai sensi dell’articolo 7, comma 1, lettera c), del decreto NIS, il Presidente 
dell’INRiM ha delegato in data 25 febbraio 2025, tramite dichiarazione sostitutiva di atto di 
notorietà ex articolo 47 del D.P.R. n. 445/2000, il Responsabile della UO “Pianificazione e 
controllo, Dr.ssa Ilaria Balbo, quale “Punto di contatto” dell’INRiM; 
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- Vista la Determinazione ACN n. 164179 del 14 aprile 2025, attraverso la quale è richiesto ai 
soggetti classificati come “importanti”, tra cui rientra INRiM, di implementare 37 misure 
articolate in 87 requisiti, sviluppati nel contesto del Framework Nazionale per la Cybersecurity 
e la Data Protection;  

- Vista, in particolare, la misura GV.RR-02, punti 1, 2, 3 e 4, che richiede di dotare l’Ente di un 
assetto organizzativo chiaro e coerente in materia di sicurezza informatica, da formalizzare in 
un documento di governance; 

- Visto, altresì, l’articolo 25 del Decreto NIS, il quale stabilisce l’obbligo di segnalazione degli 
incidenti informativi da parte dei soggetti essenziali ed importanti, prevedendone le 
tempistiche, le modalità e le responsabilità per mancata o tardiva segnalazione;  

- Vista la Determinazione ACN n. 333017 del 19 settembre 2025, pubblicata a seguito del V 
Tavolo NIS, con la quale è stata introdotta la figura di “Referente CSIRT”, persona fisica 
nominata dal Punto di contatto, incaricata di interfacciarsi direttamente con lo CSIRT Italia per 
la gestione della segnalazione degli incidenti di sicurezza e per garantire la tempestiva 
trasmissione delle informazioni obbligatorie e volontarie previste dal Decreto NIS 2; 

- Richiamato che la nomina del Referente CSIRT deve essere effettuata tramite la procedura 
telematica resa disponibile sul Portale ACN (“Portale NIS”), attiva dal 20 novembre 2025 fino 
al 31 dicembre 2025; 

- Rilevato che, l’INRiM ha predisposto un documento che disciplina l’assetto organizzativo in 
materia di sicurezza informatica (Allegato 1), conforme alle prescrizioni fondamentali della 
misura GV.RR-02 (punti 1, 2, 3 e 4) della Determinazione ACN n. 164179 del 14 aprile 2025; 

- Rilevato che l’INRiM ha elaborato la “Procedura di segnalazione degli incidenti ad ACN” 
(Allegato 2), che definisce la procedura ufficiale per la segnalazione degli incidenti di sicurezza 
informatica all’ACN, assicurando la conformità alle tempistiche stabilite dall’articolo 25 del 
decreto NIS (notifica preliminare entro 24 ore, notifica entro 72 ore, rapporto finale entro 1 
mese) e specificando ruoli e responsabilità dedicati unicamente alle attività di notifica verso 
ACN;  

- Visto il Decreto del Direttore Generale n. 320/2025 del 6 novembre 2025 che, nell’aggiornare 
la microstruttura dell’area Management & Service, a seguito della rilevanza crescente e della 
complessità del presidio della sicurezza informatica e dei dati, ha costituito una nuova Unità 
Organizzativa dedicata, denominata “Cyber and Information Security (CIS)”; 

- Visto il Decreto del Direttore Generale n. 343/2025 del 17 novembre 2025, con il quale è stata 
attribuita la responsabilità della UO “Cyber and Information Security (CIS)” al Dott. Domenico 
Festa;   

- Ritenuto necessario stabilire che il Punto di Contatto dell’INRiM, già nominato ai sensi 
dell’articolo 7, comma 1, lettera c) del decreto NIS, provveda alla designazione del Referente 
CSIRT in conformità alla Determinazione ACN n. 333017 del 19 settembre 2025, nonché 
all’inserimento dei relativi dati nel Portale NIS entro i termini fissati; 
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- Preso atto della proposta della Direzione generale di nominare il Dott. Domenico Festa quale 
Referente CSIRT; 

- Con voti unanimi favorevoli, espressi nei modi di legge; 

d e l i b e r a: 

1) di approvare e adottare il documento che disciplina l’assetto organizzativo in materia di 
sicurezza informatica, Allegato 1, che costituisce parte integrante e sostanziale della presente 
Deliberazione; 

2) di approvare e adottare la “Procedura di segnalazione degli incidenti ad ACN”, Allegato 2, che 
costituisce parte integrante e sostanziale della Presente Deliberazione; 

3) di nominare il Dott. Domenico Festa, responsabile della UO “Cyber and Information Security 
(CIS)” referente CSIRT dell’Ente e di dare mandato alla Dott.ssa Ilaria Balbo, responsabile della 
UO “Pianificazione e Controllo”, in qualità di “Punto di contatto” dell’Ente, di procedere 
all’inserimento dei relativi dati sulla piattaforma digitale predisposta da ACN (“Portale NIS”), 
nei termini fissati;  

4) di dare atto che la presente deliberazione costituisce adempimento obbligatorio per l’INRiM, 
in quanto soggetto importante ai fini della direttiva NIS2, e rappresenta un presidio tecnico-
organizzativo indispensabile a garantire tempestività, competenza e uniformità nella gestione 
degli incidenti di cybersicurezza. 
 
Si allega: 

- Allegato 1_Documento “Organigramma per la Sicurezza Informatica” (assetto organizzativo 
ai sensi della misura GV.RR-02); 

- Allegato 2_”Procedura di segnalazione degli incidenti ad ACN” (art. 25 D.Lgs 138/2024). 
 

  IL PRESIDENTE 
          (prof. Pietro Asinari) 

  IL DIRETTORE GENERALE               
     (dott. Moreno Tivan)     
 
 
 
 
 
 
 
Documento informatico sottoscritto con firma digitale ai sensi del d.lgs. 82/2005 
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